
BRIEF

STAY ONE STEP AHEAD OF THE 
EVOLVING THREAT LANDSCAPE
Maintaining a secure perimeter and overall IT environment in today’s 
rapidly evolving threat landscape is critical to ensuring your business can 
maintain its competitive advantage. A Myriad Firewall Health Check will 
help your organization evaluate the current firewall implementation and 
maximize the ROI of your Next-Generation Firewall (NGFW).
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The Power of a Myriad Firewall 
Health Check
The Myriad Firewall Health Check will provide insight 
into the operational state of an organization’s firewall 
environment by uncovering configuration and 
implementation errors and inefficiencies. 

A Myriad Firewall Health Check:

• Ensures your firewall model is appropriately sized to meet
your organization’s present and future needs

• Reviews traffic and system logs

• Evaluates your firewall’s security policies and licensing
strategies

• Analyzes metric parameters including sessions, actions,
and resources

• Compares the present implementation of firewall features
to industry best practices

• Creates a snapshot of end-point activity, outlining
potential and imminent security threats

• Produces a roadmap outlining how to more effectively
utilize your firewall beyond traditional port and protocol
implementation

At the conclusion of your Myriad Firewall Health Check, 
you’ll receive a comprehensive report outlining all security 
suggestions sorted by priority. 

How is a Myriad Firewall Health 
Check Conducted?
The Health Check procedure can be conducted in two ways, 
Prospective or Retrospective.

Prospective Health Check: Logging begins at Health Check 

Why Myriad?
Myriad’s extensive experience configuring, migrating, and installing firewalls across a wide range of 
enterprises and industries informs our custom Health Check services and enables us to provide expert 
insights and recommendations into the NGFW configurations and strategies that will best serve your 
organization’s security goals. Protect your business with a Myriad Firewall Health Check today.

start date and runs for 30, 60, or 90 days, with data from the 
entirety of the chosen duration utilized in the final report.

Retrospective Health Check: Logging is compiled 
retroactively from Health Check start date back to 30, 60, 
or 90 days in the past. These Health Checks are shorter 
in duration and are contingent upon the quality and 
availability of historical data.

At the end of the Health Check, your organization will be 
presented with a comprehensive final report containing all 
health check findings along with strategic recommendations 
for improving the efficacy of your NGFW and strengthening 
your security posture.

Outcomes & Deliverables
• Health Check kick-off call:

• Pre-check and interview

• Health check data collection scheduling

• A comprehensive report that goes over the following:

• An audit of configurations against industry best
practices

• Log file and activity review to identify any security
threats both inside and outside the network

• A working roadmap to get the network to a security
equilibrium for either compliance or risk assessment
needs

• Review session to go over recommendations

Who performs these health checks? 
Myriad Firewall Health Checks are performed by our 
experienced team of Cisco, Juniper, Fortinet, and Palo Alto 
Networks certified Professional Services Engineers and 
managed by our PMP-certified project management team. 
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